

	
3GPP TSG-SA WG3 Meeting #91-Bis 	S3-182050
LaJolla CA, 20-25 May 2018                                                                        ( was S3-181961)
	CR-Form-v11.2

	CHANGE REQUEST

	

	
	33.501
	CR
	0170
	rev
	2
	Current version:
	15.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Correction for TS 33.501 subclause 4.1

	
	

	Source to WG:
	Interdigital, Nokia

	Source to TSG:
	S3

	
	

	Work item code:
	5GS_Ph1-SEC
	
	Date:
	2018-05-21

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-15

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)

	
	

	Reason for change:
	The goal of this CR is to improve the readability of the text in subclause 4.1.

	
	

	Summary of change:
	Readability of the text below Figure 4-1 in subclause 4.1 (SBA domain security (V)) is improved, “network element” is replaced with “network function”.

	
	

	Consequences if not approved:
	May lead to the confusion in implementation

	
	

	Clauses affected:
	Annex 4.1

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	



Page 1


***First Change***
[bookmark: _Toc513201775]4.1	Security domains
Figure 4-1 gives an overview of security architecture.


Figure 4-1: Overview of the security architecture
The figure illustrates the following security domains:
-	Network access security (I): the set of security features that enable a UE to authenticate and access services via the network securely, including the 3GPP access and Non-3GPP access, and in particularly, to protect against attacks on the (radio) interfaces. In addition, it includes the security context delivery from SN to UE for the access security. 
-	Network domain security (II): the set of security features that enable network nodes to securely exchange signalling data, user plane data. 
-	User domain security (III): the set of security features that secure the user access to mobile equipment.
-	Application domain security (IV): the set of security features that enable applications in the user domain and in the provider domain to exchange messages securely.
-	SBA domain security (V): the set of security features  that enables network functions of the SBA architecture to securely communicate within the serving network domain and with other network domains about the SBA security. Such features include including the network element function registration, discovery, and authorization security aspects, and as well as the also the protection for the service-based interfaces. 

-	Visibility and configurability of security (VI): the set of features that enable the user to be informed whether a security feature is in operation or not.
Note:	The visibility and configurability of security is not shown in the figure.  


***End of First Change***
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